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Abstract of the contribution: This contribution provides clarifications about the scope and function of UAS NF.
1.
Proposal

It is proposed to agree the following text in the TS 23.256.
* * * Start of Change * * * *

4.3.2
UAS NF

The UAS Network Function is used for external exposure of services to the USS. The UAS-NF makes use of existing NEF/SCEF exposure services for UAV authentication/authorization, for UAV flight authorization, for UAV-UAVC pairing authorization, and related revocation; for location reporting, and control of QoS/traffic filtering for C2 communication. UAS NF may be deployed co-located with or separately from the NEF. When deployed separately the UAS NF instance shall support the UAS specific features/APIs and a subset of NEF features/APIs that are specified for capability exposure towards the USS.
For external exposure of services related to specific UAV(s), the UAS NF resides in the VPLMN, in order to interface with country specific USS(es).

When CAPIF is supported by the UAS NF, the UAS NF supports the CAPIF API provider domain functions as specified in TS 23.222 [4].

To support re-authentication request by USS, the UAS NF stores information as to whether the re-authentication is towards an AMF or SMF/SMF+PGW-C.

UAS NF stores the result of UUAA-MM procedures and the result of UUAA-SM procedures. 
* * * Next Change * * * *
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